四川省第四人民医院官方网站三级等保测评及安全加固服务项目采购需求文件

1. 项目申请理由

根据《网络安全法》《信息安全技术网络安全等级保护基本要求GB/T22239-2019》文件要求，医院须开展网络安全认证、检测、风险评估等工作，以全面提升网站安全防护能力。同时，为进一步完善信息化安全体系及运行维护体系，为医院工作开展提供有力支撑。要求医院在保障数据和信息安全、保证工作正常开展的基础上进行官方网站安全加固建设的部署及加固。

1. 项目既往情况

2024年已完成医院官方网站三级等保测评及安全加固。

1. 参数配置要求或技术服务要求

按照医院官方安全服务项目的需求与规划，目前网站需提供一次网站三级等保测评服务，并增加安全服务类产品：堡垒机、web 应用防火墙、云防火墙、云安全中心、日志审计、SSL证书。完成网站的等级保护测评整改服务：网站管理系统、服务器、数据库等所有漏洞（高、中、低）进行修复，包括且不限各种文件制度的编写等（供应商自行解决医院现有门户网站管理系统对接沟通过程中涉及到的所有服务费用成本，报价包含本项服务内容）。

1. 潜在供应商所需特殊资质要求

无

1. 商务要求条款

经采购人验收合格后自收到发票之日起30个工作日内支付合同金额的100%。采购人付款前，供应商向采购人开具合法有效的增值税发票，否则采购人有权拒绝付款。

1. 验收标准

严格按照《财政部关于进一步加强政府采购需求和履约验收管理的指导意见》（财库〔2016〕205号）、《政府采购需求管理办法》（财库〔2021〕22号）的要求进行验收。本项目为系统等级保护评测，成功上传至省公安厅等级保护网站备案后，视为验收合格。